
 

UseCaseID UC-PW033 
Module Election Worker 
SubModule  
Summary User Management - Security Level, Password, etc. 

Description User Management including L.A. County Admin having access and permission to modify 
security profile and security levels.  Access to resetting passwords. 

Trigger  

Precondition  User has the proper security permission. 

ExpectedResult  User is able to add, modify, reset passwords and somewhat able to create security levels and 
have participation is creating or setting security profiles.  
 

DetailedProcessFlow Add/Modify/Reset Password 
1. Admin Access Security User Module 
2. Admin will add new User and assign security level. 
3. Or,  Admin will modify security level 
4. Or, Admin will reset password 
5. Admin will save information. 

 
       Modify Security Group 

6. Admin Access Security User Module 
7. Admin will select Security Level 
8. Admin will enable/disable access to module or field. 
9. Admin will save the changes. 

AlternateFlow  
Parent  
Requirements UC-PW033-01 EMS shall allow User with Admin rights to Add, Modify, Reset Password of 

User. 
UC-PW033-02 EMS shall allow User with Admin right to modify security levels such as, 

disabling, enabling, invisible sections or fields within security levels. 
UC-PW033-03 EMS shall provide User reports.  
UC-PW033-04 EMS shall provide Transactions Reports of Security activities.   
UC-PW033-05 EMS to have functionality to create group of Users (Units). 

RequirementID  
Gap  
Risk [List of Risk IDs]  

RRCC is able to manage users and some control of security level/groups. 
 

Actors [Actors that use Use Case] 
Documents [List of documentation name, Link or location] 

Author Amelia Bartolome  04/25/2021 
Signoff Election operations management            Blanca Lopez and Keysa Rancharan 
Date [Date Signed off as Complete]                   5/26/21 


